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Mobile Ad Hoc Networks



Routing in Mobile Ad-hoc Networks
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Ad-hoc Networks

ÅTwo types of  wireless network:

ïInfrastructured
Å the mobile node can move while communicating

Åthe base stations are fixed

Åas the node goes out of the range of a base station, it gets into the 
range of another base station

ïInfrastructureless or ad-hoc
Åthe mobile node can move while communicating

Åthere are no fixed base stations

Åall the nodes in the network need to act as routers

ïLƴ [ŀǘƛƴ άŀŘ-ƘƻŎέ ƭƛǘŜǊŀƭƭȅ ƳŜŀƴǎ άŦƻǊ ǘƘƛǎ ǇǳǊǇƻǎŜ ƻƴƭȅέΦ 
Then an ad-ƘƻŎ ƴŜǘǿƻǊƪ Ŏŀƴ ōŜ ǊŜƎŀǊŘŜŘ ŀǎ άǎǇƻƴǘŀƴŜƻǳǎ 
ƴŜǘǿƻǊƪέ



ÅInfrastructured network
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ÅInfrastructurless (ad-hoc) network or  
MANET (Mobile Ad-hoc NETwork)
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ïSingle hop ςnodes 
are in their reach 
area and can 
communicate 
directly

ïMulti hop ïsome nodes are far 
and cannot communicate 

directly. The traffic has to be 
forwarded by other intermediate 

nodes.

Classification of Ad-hoc 

Networks



ÅCharacteristics of an ad-hoc network
ïCollection of mobile nodes forming a 

temporary network

ïNetwork topology changes frequently and 
unpredictably

ïNo centralized administration or standard 
support services

ïEach host is an independent router

ïHosts use wireless RF transceivers as network 
interface 

ïNumber of nodes 10 to 100 or at most 1000

Ad-hoc Networks



Å Why we need ad-hoc networks?

ïSetting up of fixed access points and backbone 

infrastructure is not always viable

ÅInfrastructure may not be present in a disaster area 

or war zone

ÅInfrastructure may not be practical for short-range 

radios; Bluetooth (range ~ 10m)

ïDo not need backbone infrastructure support

ÅAre easy to deploy

ÅUseful when infrastructure is absent, destroyed or 

impractical

Ad-hoc Networks



Ad-hoc Networks

ÅExample applications of ad hoc networks:

ïemergency search-and-rescue operations,

ïmeetings or conventions in which persons 

wish to quickly share information,

ïdata acquisition operations in inhospitable 

terrain,

ïlocal area networks in the future.



Ad-hoc Networks
Mobile Ad Hoc Networking is a 

multi-layer problem !

Physical/Link Layer

Network Layer

Transport Layer

Application Layer

- Routing
- Addressing

- Location Management

- Power Control
- Multiuser Detection

- Channel Access

- TCP
- Quality of Service

- Security
- Service Discovery

- Location-dependent 
Application



ÅIs it possible to use standard routing 

protocols?

ïDistance-vector protocols 

ÅSlow convergence due to ñCount to Infinityò 

Problem

ÅCreates loops during node failure, network 

partition or congestion

ïLink state protocols

ÅUse flooding technique and create excessive 

traffic and control overhead

ÅRequire a lot of processor power and therefore 

high power consumption

Problems with Routing



Problems with Routing
ÅLimitations of the Wireless Network
ïpacket loss due to transmission errors

ïvariable capacity links

ïfrequent disconnections/partitions

ïlimited communication bandwidth 

ïBroadcast nature of the communications

ÅLimitations Imposed by Mobility
ïdynamically changing topologies/routes

ïlack of mobility awareness by system/applications 

ÅLimitations of the Mobile Computer
ïshort battery lifetime

ïlimited capacities



ÅProactive (table driven)
ÅRequire each node to maintain one or more tables to 

store routing information

ÅEach node responds to changes in network topology 

by propagating updates throughout the network in 

order to maintain a consistent network view

ÅDSDV, WRP,CSGR,STAR

ÅReactive protocols (source initiated)
ÅCreates routes only when desired by the source 

node

Classification of the Routing Protocols



ÅOnce a route has been established, it is maintained by a 
route maintenance procedure until either the 
destination becomes inaccessible along every path 
from the source or until the route is no longer desired

ÅDSR, AODV (Ad-hoc On-demand Distance Vector)

ÅHybrid Protocol
ïZRP



Proactive Approach Reactive Approach

Route 

Latency

Lower

ÅA route is kept at all times

Higher

ÅA route is never kept 

when not used

Routing 

Overhead

Higher

ÅA frequent dissemination 

of topology information is 

required

Lower

ÅFewer control packets 

in general

ÅVarious simulation studies have shown that reactive 
protocols perform better in mobile ad hoc networks than 

proactive ones.
ïHowever, no single protocol works well in all environments.

ïWhich approach achieves a better trade-off depends on the  
traffic and mobility patterns.

Classification of the Routing Protocols



ÅOther classification

ïPro active protocols

ÅDSDV, STAR, WRP, ...

ïReactive protocols

ÅAODV, DSR, TORA, ...

ïHierarchical/Clustering protocols

ÅCGSR, ZRP, CBR, FSR, LANMAR, ...

ïPosition aware protocols

ÅGPSR, LAR, GRA, ABR, ...

Classification of the Routing Protocols




